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 Be polite and appreciate that others have different views. The use of strong 
language, swearing or aggressive behaviour is not allowed. Do not state anything 
which could be interpreted as libel. 

  Sexually explicit material may not be intentionally displayed, archived, stored, 
distributed, edited or recorded using any IT equipment.

 Use of any school resources for illegal activity is grounds for immediate dismissal. 
Staff should never knowingly download or distribute pirated software or data.

 Never deliberately propagate any virus, worm, trojan horse, or trap-door program 
code.

 No employee or member may use Internet facilities, including a web site or virtual 
learning environment, to disable or overload any computer system or network, or to 
circumvent any system intended to protect the privacy or security of another user.

 Use of Internet access facilities to commit infractions, which contravene any other 
policies and procedures in place, such as the code of conduct and the harassment 
policy, are prohibited.  Detail of such policies can be found under the relevant 
sections of school policy folder.

 It is not permitted to disable, defeat or circumvent any security facility.

Internet access is monitored by Maes Hyfryd and by County Hall. Any breaches of 
this policy will be taken seriously and result in disciplinary proceedings brought 
against any individual who it is considered has abused this facility. Any breaches 
may also result in additional external proceedings of civil or criminal natures. 
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